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Absztrakt: A tanulmány célja egy integrált fogalmi keret bevezetése a szervezeti biztonság 
értelmezésére, amely két, egymást kiegészítő dimenzióra épül: a közvetlen (azonnali) és a 
közvetett (hosszú távon ható) biztonságra. A publikáció megközelítésének alapja, hogy a 
kettős biztonsági szintet a stabilitást és bizalmat fenntartó feltételrendszerként fogalmazza 
meg. A tanulmányban elméleti téziseket fogalmazok meg a két dimenzió kölcsönhatásaira, 
elkülönítve a rendszerszintű zavarokat. Bemutatja, a látszatbiztonság kialakulását, amikor 
a formálisan létező biztonsági elemek nem képesek tényleges védelmet nyújtani. 
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1 Közvetlen és közvetett biztonság 

A biztonság fogalmát a 21. században egyre inkább tágabb, multidiszciplináris 
megközelítésben értelmezzük, amely nemcsak az emberhez kapcsolódó fizikai 
védelmet, hanem a pszichológiai, szervezeti és információs dimenziókat is 
magában foglalja (Cooper, 2000; Reason, 2016). Ugyanakkor fontos 
kihangsúlyozni, hogy a biztonság nem értelmezhető emberek nélkül. A „Human 
security” című műben is megjelenik, hogy az egyén biztonsága az elsődleges: „Az 
emberi biztonságra irányuló megközelítés hangsúlyozza az egyének azonnali és 
kézzelfogható védelmét az életüket és jólétüket fenyegető veszélyekkel szemben.” 
(Tadjbakhsh, 2005). 

Ebben a tanulmányban a biztonságot két, egymást kiegészítő szinten vizsgálom: 
közvetlen biztonságként, amely azonnali, az egyénre és az operatív folyamatokra 
ható védelmi intézkedéseket foglalja magában, valamint közvetett biztonságként, 
amely szervezeti és rendszerszintű, hosszabb távon ható mechanizmusokra épül. A 
két dimenzió kapcsolata nem hierarchikus, hanem komplementer: egymást 
kiegészítve jelentik a biztonságot a szervezetekben.  
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A tanulmány a közvetlen és közvetett biztonság fogalmát a „direct vs. indirect 
entity-level controls (ELC)” logikájára támaszkodva használja. A PCAOB és SEC 
kimutatásai alapján bizonyos ELC-ék hatása ugyan fontos, ellenben közvetett, 
nem azonnali hatású (AS 2201). A SEC közleménye szerint „a kontrollok 
közvetlenül vagy közvetve kapcsolódhatnak egy pénzügyi beszámolási elemhez”, 
illetve “minél inkább közvetett a kapcsolat, annál kevésbé alkalmas a kontroll a 
kockázatok közvetlen kezelésére”. (SEC, 2007).  

Az említett logika alapja pénzügyi vonatkozású, de ez alapján hivatkozok 
közvetlen biztonságként azokra a mechanizmusokra, amelyek azonnal hatnak egy 
kockázat esetében, így ez fogja jelenteni az egyik biztonsági szintet. Közvetett 
biztonságon pedig azokat a hatásokat jelenti, amelyek a szervezetekben később 
fejtik ki a hatásukat egy fenyegetés vagy veszély esetén. 

2 Közvetlen és közvetett kontrollok 

Szervezeti szinten a közvetlen biztonság Menon megfogalmazása szerint olyan 
tényezők, amelyek közvetlenül védik az embert vagy a szervezet működését a 
lehetséges veszélyektől. (Menon, 2007). A szervezetek működésében ezek alatt 
érthetjük a munkavédelemmel, fizikai védelemmel kapcsolatos előírásokat, 
adatvédelmi intézkedéseket, továbbá a pszichológiai biztonságot is, ahol a 
beavatkozások hatása azonnal érzékelhető és mérhető (ISO, 2018; Edmondson, 
1999). 

A közvetett biztonság mechanizmusai azonban nem azonnal jelentkeznek, így a 
hatásuk hosszabb távon mérhető. A közvetett biztonság a stratégiai stabilitás, az 
integritás és a bizalom hosszú távú fenntartásának feltételeit teremti meg. Ez a 
szemléletmód illeszkedik ahhoz a tágabb értelmezéshez, miszerint a biztonság 
nem redukálható a fenyegetések hiányára, hanem olyan feltételek megléteként kell 
értelmezni, amelyek lehetővé teszik a stabilitást és a bizalmat (Villalón-Fonseca, 
2022). Állítása lényegében az integrált biztonság szemlélete. Schnabel 
megfogalmazásában „Az emberi biztonságra irányuló megközelítésnek nemcsak a 
közvetlen erőszakot kell magában foglalnia, hanem a strukturális vagy közvetett 
erőszakot” (Schnabel, 2008), vagyis a biztonság hiánya gyakran nem közvetlen 
fenyegetésből, hanem a szervezeti és társadalmi struktúrák hibáiból ered.  

Következésképpen, a közvetett biztonság olyan eszközökön alapul, mint a belső 
kontrollrendszerek (COSO, 2013), az etikai megfelelés és 
integritásmechanizmusok (Trevino & Nelson, 2016), a kiberbiztonsági 
keretrendszerek (NIST, 2024), valamint a bejelentővédelmi struktúrák (EU, 
2019/1937). Ezek a mechanizmusok nem közvetlenül csökkentik a kockázatokat, 
hanem olyan szervezeti feltételeket teremtenek, amelyekben a biztonság 
fenntartható és önmegerősítő módon működik. 
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A szervezetek működésében ez a kettős kölcsönhatás különösen jelentős tényező, 
mivel a vállalatok sikeressége nem kizárólag a technológiai vagy pénzügyi 
biztonságon múlik, hanem azon is, hogy képesek-e olyan bizalmi és 
integritásalapú rendszert kialakítani, amelyben az emberek nemcsak biztonságban 
érzik magukat, hanem aktív szereplői is a biztonság fenntartásának és 
formálásának. A közvetlen és közvetett biztonság tehát nem egymás alternatívái, 
hanem dinamikus rétegek egy integrált szervezeti biztonsági modellben. Egy 
biztonságos környezet növeli az együttműködési hajlandóságot, a lojalitást és az 
innovációs készséget (Edmondson, 1999), ami a szervezet iránti bizalmat is 
növeli. 

3 Látszatbiztonság és strukturális gyengeségek 

„A vállalkozások hosszú távú működésének biztosítása érdekében szükséges egy 
biztonságot nyújtó rendszer alkalmazása a hamis biztonságérzetet keltő eszközök 
és eszközök helyett” (Michelberger & Lábodi, 2012). A közvetett és közvetlen 
biztonság alapvető feltétele a szervezetek fenntartható működésének. Bármelyikük 
hiánya nem csupán részleges vagy akár teljes biztonsági problémát okozhat, 
hanem rendszerszintű zavarokhoz, működési instabilitáshoz, ezzel együtt bizalom 
elvesztéséhez is vezethet. A biztonsági mechanizmusok kettős védelmi 
architektúrája tehát nem elméleti konstrukció, hanem az emberi és szervezeti 
működés egyik alappillére. 

Ha a közvetlen biztonság instabil, vagyis nem állnak rendelkezésre az azonnali, 
fizikai és pszichológiai védelmi megoldások, akkor az egyének közvetlenül 
sérülékennyé válnak a környezeti, technológiai és szervezeti kockázatokkal 
szemben. Kutatások igazolták, hogy a veszélyekkel terhelt munkakörnyezet és a 
gyenge biztonsági környezet balesetekkel, sérülésekkel, kiégéssel és 
teljesítményromlással jár (Christian et al.,2009). A nem megfelelő munkavédelmi 
és biztonsági intézkedések növelik a balesetek, a stressz és a pszichés megterhelés 
kockázatát. A közvetlen biztonság hiánya nem csupán fizikai következményekkel 
jár: az védőeszközök és védelmi protokollok hiánya érzelmi és egészségügyi 
problémákhoz vezet (Simms et al., 2020). Ez összhangban áll Edmondson 
megállapításával, miszerint a pszichológiai biztonság hiánya olyan környezetet 
teremt, ahol a munkavállalók félnek hibázni, elhallgatják a problémákat, és ezáltal 
csökken a tanulási és innovációs képességük (Edmondson, 1999). 

Ha a közvetett biztonság a hiányzik vagy nem elegendő, akkor a védelmi 
mechanizmusok ugyan formálisan létezhetnek, de funkciójukat nem látják el. A 
biztonság látszólagos lesz, mivel a szervezet struktúrája nem támogatja a 
felelősségvállalást, a hibák okainak feltárását és a nyílt kommunikációt. Ez szintén 
a bizalom csökkenéséhez vezet. A RUSI tanulmánya szerint a szervezeti 
biztonsági kudarcok gyökere a kockázatkerülő, szervezeti kultúra, amely 
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rendszerszinten redukálja a biztonságos döntéseket (RUSI, 2007), ami jól jellemzi, 
hogy a közvetett biztonság hiánya strukturális eredetű sebezhetőséget idéz elő. 

A modern kiberbiztonsági és adatvédelmi szakirodalom is kiemeli, hogy a 
rendszerszintű (közvetett) biztonsági elemek hiánya komoly gazdasági és 
reputációs következményekkel jár. Az ENISA Threat Landscape részletezi a fő 
fenyegetéseket és esettípusokat, alátámasztva, hogy a folyamatok és az 
együttműködési hiányok megnövelik a kitettséget (ENISA, 2024/2025). Ezek a 
következmények nem csupán technikai, hanem bizalmi deficitet is generálnak, 
ami hosszabb távon rontja a szervezet társadalmi legitimációját és együttműködési 
potenciálját. 

Következtetések  

A két dimenzió hiányát összevetve elmondható, hogy a közvetlen biztonság 
hiánya az azonnali kockázatok és emberi sérülések irányába mutat, míg a 
közvetett biztonság hiánya az elhúzódó, rendszerszintű gyengülés forrása (Reason, 
2016; ISO 45001:2018). Egy szervezet képes lehet működni erős közvetett 
biztonsági keretekkel, de gyenge közvetlen védelemmel – például, ha kiváló 
szabályozási környezete van, ugyanakkor elhanyagolja a munkavédelmi előírások 
betartását, viszont ez csak addig tartható meg egy szinten, amíg nem következik 
be egy kritikus esemény (Weick & Sutcliffe, 2015; Cooper, 2000). Ugyanakkor az 
erős közvetlen védelem és a hiányzó közvetett struktúrák is instabil környezetet 
teremthetnek: a válaszok ilyen esetben reaktívak, a bizalom pedig formális, nem 
belső meggyőződésen alapul (PCAOB, 2007; ISO 22316:2017). 

Az integrált megközelítés lényege éppen az, hogy a közvetett biztonság teremti 
meg a szervezet immunrendszerét, amely a bizalmat, az etikus működést és a 
tanulási képességet fenntartja, míg a közvetlen biztonság biztosítja a gyors választ, 
amely azonnal reagál a fenyegetésekre. A két szint tehát nem helyettesíti, hanem 
feltételezi egymást: ha bármelyik hiányzik, a szervezet viselkedése fragmentált 
védekezéshez és kiszámíthatatlan reakciókhoz vezet (Reason, 2016; ISO 
45001:2018; Weick & Sutcliffe, 2015). 

A további kutatási irány, hogy a biztonsággal kapcsolatos előírások (jogszabályok, 
szabványok, belső szabályozások, kontrollok) hogyan kapcsolódnak egymáshoz, 
melyek azok a pontok, ahol erősítik vagy éppen gyengítik egymást, és a közvetett 
és közvetlen biztonság tényezőinek milyen módokon vezethetnek a kockázatok 
csökkenéséhez. 
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