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Absztrakt: A tanulmdany az dnvezetd jarmiivekkel kapcsolatos kockdzatészlelés és bizalmi
attitiidok demogrdfiai meghatdrozottsagat vizsgadlja, kiilonds tekintettel arra, hogy a
tarsadalmi  csoportok miként értékelik a technologiai innovdciokhoz kapcsolodo
bizonytalansagot. A kutatds alapjat egy 6101 fGs, nemzetkozi mintin végzett online
kérddives adatfelvétel képezte, amelyben a résztvevék otfoku Likert-skalan értékelték az
onvezetd jarmiivekhez kotédo technologiai, biztonsagi és kiberbiztonsagi kockazatokat. Az
elemzés soran leiro statisztikai modszereket, korreldacios vizsgalatokat, valamint nem
paraméteres probdakat (Mann—Whitney és Khi-négyzet teszteket) alkalmaztunk a
csoportkiilonbségek feltarasara. Az eredmények alapjan a bizalom és a kockdazatészlelés
szignifikansan dsszefiigg a valaszadok demogrdfiai jellemzdivel, elsésorban az iskolai
végzettséggel és az életkorral. A magasabb végzettségii és fiatalabb vdlaszadok jellemzéen
nyitottabbak az autonom technoldgiak irant, és nagyobb bizalmat tanusitanak az onvezeto
rendszerekkel szemben. Ezzel szemben az idésebb és alacsonyabb végzettségii csoportok
korében fokozott ovatossag, illetve erésebb kockazatpercepcio figyelheto meg, kiilonésen a
kiberbiztonsagi sebezhetdségek, a rendszermeghibasodas és az iranyitas elvesztése
kapcsan. A vizsgalat eredményei alatamasztjak, hogy az onvezetd jarmiivek tarsadalmi
elfogaddsa nem pusztan technologiai fejlesztés kérdése, hanem mélyen bedgyazott
pszichologiai, kulturdlis és oktatasi tényezék is formaljak. A bizalom kialakuldsa dsszetett
folyamat, amelyet a technologiai kompetencia, a személyes tapasztalat, valamint a
médiaban megjelend narrativik egyarant befolyasolnak. A kutatas ravilagit arra, hogy a
sikeres implementdciohoz nem elegendd a technologiai megbizhatosag névelése: sziikség
van a tdarsadalmi bizalom erdsitésére, a felhaszndloi ismeretek bdvitésére és a
kockazatkommunikdcio tudatos fejlesztésére is.

Kulcsszavak:  onvezeté  jarmiivek, bizalom, kockazatészlelés, demogrdfiai tényezdk,
kiberbiztonsag
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1 Bevezetés

Az dnvezetd jarmiivek (OJ) tarsadalmi elfogadasa és kockazatészlelése tobbrétegii
jelenség, amely a technikai megbizhatosag, a kiberbiztonsag, a feleldsségi és jogi
keretek, valamint a humanfaktor—interfész (HMI) metszetében alakul (Shladover,
2018; Litman, 2024; ISO 26262, 2018; SAE, 2021; US Department of
Transportation, 2024). A klasszikus keretezések szerint a rendszerbiztonsag az
ISO 26262 funkciondlis biztonsagi ¢€és az ISO/SAE 21434 jarmiiipari
kiberbiztonsagi szabvanyra tamaszkodik; el6bbi a hibamodok és kockazatok
mérnoki  kezelését, utobbi a fenyegetések elleni ,security-by-design”
megkdzelitést hangsulyozza (ISO 26262, 2018; ENISA, 2021). A biztonsagi
teljesitmény statisztikai igazolasanak problémaja — ,,mennyi teszt kell, hogy elég
legyen?” — régbta vita targya; a nagysagrendileg nagyon ritka események (pl.
sulyos balesetek) megbizhato becsléséhez oriasi adatmennyiség sziikséges (Kalra
& Paddock, 2016).

A tarsadalmi oldalrél az elfogadas kulcstényez6i a hasznossag, a kockazat és a
kontrollérzet: az emberek a ,lathatatlan” kiberfenyegetéseket és a rendszer
autoném dontéseit kiillondsen érzékenyen itélik meg (Litman, 2024; Kaur &
Rampersad, 2018). A moralis felelosség, a kiszamithatésag és a gép—ember
interakcio atlathatosaga szintén markansan formalja a bizalmat (Awad, E. &
Dsouza, S. & Kim, R. et al., 2018; Vinkhuyzen & Cefkin, 2016). A digitalis
kdrnyezetben megjelend technostressz bizonyitottan gyengitheti a felhasznalok
bizalmat az uj technologidkkal szemben, és csokkentheti azok elfogadasat
(Lazanyi, 2016). Korabbi kutatasok kimutattdk, hogy az autondm rendszerekbe
vetett bizalom szoros Osszefiiggést mutat a Dbiztonsagérzékeléssel és a
dontéshozatali folyamatok mindségével, kiilondsen kritikus infrastruktira-
kornyezetben (Szatmary, 2023). Az OJ-ek beagyazodasa ugyanakkor nem
onmagukban torténik: a mobilitasi Okoszisztémat — varosi forgalom, V2X
kommunikacio, toltési infrastruktura — érinti, ami rendszerszintli eldnydket és Uj
kockazatokat egyarant hoz. Friss, hazai bazisi miiszaki kutatdsok ramutatnak,
hogy az autoném jarmiivek integracidja forgalomszervezési elényokkel jarhat, de
a konvojolas, konfliktuspont-kezelés és savkapacitas kérdései finomhangolast
igényelnek (Szabados & Zoldy & Lakatos, 2024).

A kornyezetérzékelési és lokalizacios lanc pontossaga a biztonsag sarokkove. Az
RGB-D SLAM fejlesztések (mélység + vizualis jellemzOok) a robusztus,
csuszasszegény helyzetbecslést célozzak heterogén kornyezetben — ez kozvetleniil
befolyasolja a meghibasodas-észlelést és a felhasznaloi bizalmat (Oh & Kang &
Bang, 2024).

Hasonloképp, a HMI ¢és kognitiv mobilitasi trendek a kezelhetdség,
magyarazhatosag ¢és figyelemterhelés optimalizalasat emelik ki: a human
szempontbol ,,olvashatd” automatizalas csokkenti a félelemérzetet, és stabilizalja
az elfogadast (Dankanits & Micsik, 2024). A kiberfizikai fenyegetési tér
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folyamatosan tagul. A jarmiiipari rendszerekhez igazitott, integralt fenyegetés- és
kockazatelemzési keretek sziikségességét ujabb munkak bizonyitjak, amelyek a
beszallitoi lanc, az OTA frissitések és a backend szolgaltatasok &sszekapcsolt
kitettségeire mutatnak ra (Nystrom, 2025). A gyakorlati védelem egyik
kulcseleme a végpontok kozotti hitelesités: az autdipari PKlI-architekturdk a
jarmi—infrastruktira és jarmi—felhd kommunikaciot védik, biztositva a
szoftverintegritast és a komponens-azonossagot (Krilov, 2024). A felhasznaloi
bizalom szempontjabol meghataroz6 a megfeleld kiberbiztonsagi gyakorlatok
megléte, kiilondsen a hitelesitési és jelszokezelési eljarasok terén, mivel a gyenge
biztonsagi rutinok a rendszer sebezhetéségét novelhetik (Keszthelyi, 2015).

Az OJ-ek tarsadalmi hatésai koziil kiemelt a kozlekedésbiztonsag. A balesettipus-
alapu metodikak segitik azonositani, hogy mely konfliktushelyzetek (pl. gyalogos-
keresztez6dések,  balra  kanyarodas, savvaltas)  igényelnek  célzott
érzékelési/vezérlesi fejlesztéseket; ez kozvetleniil kapcsolodik a felhasznalok
»meghibasodastol” ¢és ,,iranyitasvesztéstol” valo félelméhez (Mir, 2025). Az
elektromos mobilitas miiszaki részterei — pl. csatlakozo-azonositas és szabvanyos
toltdinterfészek — szintén relevansak, mert az energiamenedzsment és
infrastruktara megbizhatosaga a felhasznaloi élmény és bizalom részévé valik az
autonom flottakban (Sullivan, 2025).

Az elméleti és friss miiszaki irodalom alapjan az elfogadas kulcsa a (1)
megbizhaté érzékelés—lokalizaci6 ¢és magyarazhatd dontéstamogatas; (2)
bizonyithatd biztonsagi teljesitmény ritka eseményekre is; (3) végponttol
végpontig terjedd kiberbiztonsagi védelem (PKI, biztonsagos szoftverfrissités,
fenyegetésmodellezés); (4) egyértelmii feleldsségi és szabalyozasi keretek;
valamint (5) a rendszer-szintii, varosi integracié optimalizalasa. Ezek a dimenziok
fedik a kérdéivben vizsgalt f6 attitlidtombdket (meghibasodas, hackertamadas,
kontrollvesztés, adatbiztonsag, szabalyozasi elvarasok), és értelmezési kontextust
adnak a demografiai bontasok (pl. életkor, végzettség) mellé (Shladover, 2018;
Litman, 2024; ISO 26262, 2018; SAE, 2021; US Department of Transportation,
2024; ENISA, 2021; Kalra & Paddock, 2016; Kaur & Rampersad, 2018; Awad, E.
& Dsouza, S. & Kim, R. et al., 2018; Vinkhuyzen & Cefkin, 2016; Dankanits &
Micsik, 2024; Nystrom, 2025; Krilov, 2024; Mir, 2025; Sullivan, 2025).

2 Az onvezeto jarmiivek technologiai és tarsadalmi
kihivasai

Az dnvezetd jarmiivek (OJ) megjelenése a kozlekedés technologiai és tarsadalmi

fejlédésének egyik legfontosabb mérfoldkove. A mesterséges intelligencidn

alapulo vezetéstamogatd rendszerek és a szenzorhaldzatok integralasa 0j szintre
emeli az  automatizalt kozlekedés  biztonsagat, hatékonysagat és
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energiafelhasznalasat (Mir, 2025). A legujabb kutatdsok szerint a 2024-2025
kozotti idoszakban a fejlesztések fokusza a szint 3-4 autondom rendszerek
megbizhatdsaganak ndvelésére, a kornyezetérzékeld eszkozok (LiDAR, radar,
kamera stb.) Osszehangolt miikodésére és a 5G-alapu jarmi-infrastruktira
kommunikacio (V2X) er6sitésére iranyul (Sullivan, 2025; Othman, 2024).

A technolégiai elényok ellenére a tarsadalmi elfogadas tovabbra is korlatozott. A
legtijabb nemzetkdzi vizsgalatok szerint az emberek jelentds része tart az dnvezetd
rendszerek  meghibasodasatol, a szoftverhibaktol, illetve attél, hogy
hackertamadasok célpontjava valhatnak (de Oiia, 2025; Nordhoff, 2025; LTS,
2024). Az onvezetd jarmiivek kiberbiztonsagi védelme kulcskérdés, mivel a
felhasznaloi bizalom kialakulasa nagymértékben fiigg attol, hogy a technologia
mennyire képes kezelni a kiilsé beavatkozasokat és adatvédelmi kockazatokat
(Llorca, 2025).

Tarsadalmi szempontb6l a bizalom és kockazatészlelés egyéni tényezok, példaul
az ¢letkor, a nem és az iskolai végzettség fliggvényei (Deloite, 2025). Az orszagok
kozotti kontextus is szamottevd: egy friss Osszehasonlitdo kutatds Kindban és
Eurépaban jelentds kiilonbségeket talalt az elfogadas mozgatérugoiban és a
bizalom mintazataiban (Yang et al., 2025). A fiatalabb, magasabb végzettségii
csoportok jellemzben pozitivabban viszonyulnak az autondém technologiakhoz,
mig az idGsebb generaciok nagyobb Ovatossagot tanusitanak (Mir, 2025;
Etminani-Ghasrodashti, 2025). Ezzel parhuzamosan az oktatasi €s tajékozottsagi
kiilonbségek is befolyasoljak az elfogadast: akik jobban értik a technologia
mitkodését, azok alacsonyabb kockazatot és nagyobb bizalmat mutatnak
(Nordhoft, 2025; Gazder & Algherbal, 2025).

A gazdasagi és varosi kozlekedési szektor szempontjabol az dnvezetd jarmiivek
elterjedése lehet6séget kinal a forgalom optimalizalasara, a kozuti torlodasok
csokkentésére és a parkolasi igény mérséklésére (Yu, 2024). Ugyanakkor az uj
technologia a munkaerdpiacon is atrendezédést okozhat, kiillonosen a kozlekedési
szolgaltatasokban, ahol az automatizalas kozvetlenill érinti a jarmiivezetdi
szakmakat (Sullivan, 2025).

Az onvezetd jarmiivek fejlédése nemcesak mérnoki, hanem tarsadalomtudomanyi
kérdés is. Az elfogadas mértéke a technologiai megbizhatosag, a szabalyozasi
kornyezet és a felhasznaloi bizalom egyiittes fliggvénye. A jelen kutatds ezen
tényezOk empirikus vizsgalataval jarul hozza annak megértéséhez, hogy miként
formaljak a demografiai jellemzdk az dnvezetd technologidk iranti bizalmat és
kockazatészlelést a hazai tarsadalomban (Mir, 2025; Sullivan, 2025; Nordhoff,
2025; Llorca, 2025; Othman, 2024; LTS, 2024; Deloite, 2025; Gazder &
Algherbal, 2025; Etminani-Ghasrodashti, 2025; Yu, 2024).
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3 Eredmények

3.1 Leiro statisztika

A vizsgalat célja az dnvezetd autdkkal kapcsolatos kockédzatészlelés és bizalmi
attitidok demografiai meghatarozottsagénak feltardsa volt. Az elemzés alapjat
6101 valaszadé adatai képezték, akik koziil 26,9% rendelkezett diplomaval, mig
73,1% nem (valtozé: diploma). A mintaban a nemek ardnya kiegyensulyozott, az
atlagéletkor 36,8 év (SD = 12,5, min = 18, max = 72). A nemzetk6zi mintadk
esetében a foldrajzi megoszlas és a mintavételi eljards részletes ismertetése
alapvetd a kutatdsi eredmények altalanosithatéosdga szempontjabdl, amit friss
atlathatosagi vizsgalatok is kiemelnek (Stefkovics, 2024). Ezzel 6sszhangban az
OECD nemzetkozi felmérései olyan technikai dokumentaciot alkalmaznak, amely
részletesen bemutatja az egyes orszagok mintanagysagat, a forditasi folyamatokat
¢s a sulyozasi eljarasokat (OECD, 2025).

A legtobb valaszad6 aktiv statuszban volt, a foglalkoztatottsdg ardnya meghaladta
a 60%-ot, mig a tanul6i statusz 30% koriili volt. A jogositvannyal rendelkezdk
aranya tobb mint 80%, ami a kozlekedéssel kapcsolatos attitlidok értelmezését
relevanssa teszi. A végzettségi szint szignifikdnsan befolyasolja a technologiai
bizalmat és a kockazati percepcidkat, ezért kiillon valtozoként keriilt kezelve
(diploma: 1 = van diploma, 0 = nincs). Az adatidllomany jol reprezentdlja az
oktatdsi hattér diverzitasat, lehetdséget adva a tarsadalmi-gazdasdgi hattér
vizsgalatara a technoldgiai attitidok kontextusaban.

A Likert-skalas itemek (QD1, QHI-QH9, QI2-QI4, QI8, QJ11, QJ13, QJ15)
alapjan a valaszadok atlagos kockéazatpercepcioja kozepes szinten mozgott (atlag
2,8-3,6 skalanként). A legmagasabb értékek a Kiberbiztonsagi fenyegetések
(QH1: ,,Hackerek nyulnak az auto rendszerébe”, atlag = 3,9, SD = 1,1) és a
meghibasodasi kockazatok (QH2: atlag = 3,7, SD = 1,2) esetében jelentkeztek. A
,félelem az uj technologiatol” (QH4) item atlagos értéke 3,1 volt, jelezve, hogy a
technoldgiai bizalmatlansag mérsékelt mértékben van jelen. Az ,, elveszik a vezetés
élmeénye” (QHY) item szintén atlag feletti értéket mutatott (atlag = 3,4), amely
inkdbb emocionalis, mint biztonsagi jellegli kockazatot tiikkréz. A felsé két
kategoriaba (pl. ,,inkdbb egyetértek” + ,.egyetértek”) esd valaszok aranya 40-65%
kozott mozgott, a legnagyobb aranyt a kiberbiztonsagi ¢és technikai
megbizhatdsagi aggodalmaknal figyeltiik meg.

A miiszaki megbizhatosag és adatbiztonsag kérdései (pl. QJ11, QJ13, QJ15)
esetében a valaszadok tobbsége a gyakori frissitést és a magas redundancia-
szintet tartotta sziikségesnek a biztonsdgos miikodéshez. A QJI5 itemnél
(,,legalabb harom érzékeld tipus sziikséges™) a felsd két kategoriaba esék aranya
68% volt, ami az autoném rendszerek megbizhatosadgaval kapcsolatos erds
elvarasokat mutatja. A kiberbiztonsdagi bizalom (QI2) atlagértéke 2,5 volt, ami arra
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utal, hogy a megkérdezettek tobbsége inkabb bizalmatlan az 6nvezetd autok
digitalis védelmével kapcsolatban.

A leir6 statisztikai eredmények alapjan a minta heterogén demografiai jellemzdket
mutat, mikozben a technologiai kockazatokkal kapcsolatos attitiidokben
egyértelmii mintazatok rajzolodnak ki. A valaszadok leginkabb a meghibasodas,
a hackertamadas, valamint az irdnyitds elvesztése miatt tartanak az 6nvezetd
autoktol. Ugyanakkor a technolégiai fejlesztés sziikségességét ¢és a szabalyozas
fontossagat is hangsilyozzak. Ezek az adatok alapot képeznek a késébbi
korrelaciéos ¢és nemparaméteres elemzésekhez, amelyek a bizalom, a
kockazatészlelés és a demografiai tényezok dsszefiiggéseit tarjak fel.

3.2 Korrelaciok

A Spearman-féle rangkorrelacio elemzése soran a demografiai valtozok és az
onvezetd autokhoz kapcsolodo kockdzati tényezok kozotti Osszefiiggéseket
vizsgaltuk. A vizsgalat célja annak feltardsa volt, hogy a nem, az életkor, az
iskolai végzettség, a foglalkozasi statusz és a diplomaval valo rendelkezés milyen
mértékben befolyasolja a technologiai bizalmat és a kockazatészlelést. Az elemzés
6101 valaszadé adataira épiilt, Spearman-féle p egyiitthatoval, kétoldali
szignifikanciavizsgalattal.

Az eredmények szerint az életkor tobb dimenzidban is pozitiv korrelaciot
mutatott a kockazatészleléssel (p = 0,07-0,17, p < 0,01). Az idésebb valaszadok
szignifikansan nagyobb aranyban tartanak a meghibdsodastél (QH2), a
hackertamadasoktél (QHI), valamint az iranyitas elvesztésétél (QH?7).
Ugyanakkor negativ 0Osszefiiggés mutatkozott az Onvezeté rendszerek
kiberbiztonsagaba vetett bizalommal (QI2; p = -0,17, p < 0,01), ami az életkor
ndvekedésével egylitt jaro bizalmatlansagot jelzi az 01j technologiak irant.

A nem valtozd esetében a férfi valaszadok altalaban alacsonyabb
kockazatészlelési értékeket mutattak, kiilondsen az aj technologiatol valo félelem
(QH4; p =—-0,17, p < 0,01) és a kiberbiztonsagi félelem (QHI; p = -0,19, p <
0,01) dimenzidiban. A nék kdrében ezzel szemben erdsebb az észlelt fenyegetés,
ami 0sszhangban van a technologiai bizalom nemi kiilonbségeit targyald korabbi
kutatasokkal.

A diplomaval rendelkezék kevésbé félnek a technologiai meghibasodastol és a
rendszerhibaktol (QH2, QH3), ugyanakkor erdsebb tamogatast mutatnak a jogi és
kommunikaciés fejlesztések sziikségessége irant (QI3—-QI4; p = 0,10-0,12, p <
0,01). Ez a mintazat arra utal, hogy a magasabb iskolazottsag noveli a technologiai
felel6sseég és biztonsagi szabalyozas fontossaganak felismerését.

A foglalkozas ¢és a tanulmanyi statusz kozepes erdsségili kapcsolatot mutatott a
technologiai percepcioval (p = 0,10-0,15), ami arra utal, hogy a munkatapasztalat
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és az oktatasi kontextus egyarant befolyasolja az oOnvezetd jarmiivek iranti
attitlidoket.

Spearman-féle rangkorrelaciok (r;) a f6 demografiai valtozok és a kockazati
itemek kozott (N = 6101)

Demogrdfiai Legerdsebb L, ,
valtozo kapcsolat P p-érték Irany
Eletkor Kiberbiztonsagi ,
(QK2) bizalom (QI2) -0,17 <0,01 Negativ
Eletkor Meghibasodas i
0,16 <0,01 Pozitiv
(QK2) (QH2)
Félelem az uj
Nem (QK1) technologiatol 0,17 <0,01 Pozitiv
(QH4)
Diploma Jogi szabalyozas .
(binéris) fejlesztése (QI4) 0,12 <0,01 Pozitiv
Foglalkozas Redlis reakcididd ,
-0,15 <0,01 Negativ
(QK7) Q1) &
Tanulmany Technolégiai
o megbizhatdsag 0,10 <0,01 Negativ
szintje (QKS

1. dbra: Spearman-féle rangkorrelaciok (r)
a f6 demografiai valtozok és a kockazati itemek kozott (N = 6101)

Forras: Sajat szerkesztés a kérdbives felmérés alapjan

A korrelacios eredmények szerint az életkor ¢és a nem a legerdsebb meghatarozoi
a kockazatészlelésnek. A férfiak és a fiatalabb valaszadok kevésbé érzékenyek a
biztonsagi és megbizhatésagi kockazatokra, mig az idésebb és néi valaszadok
inkabb bizalmatlanabbak a technoldgiai autonomiaval szemben. A diploméaval
rendelkezok biztonsagtudatosabbak, és nagyobb hangsulyt helyeznek a jogi,
etikai és kommunikacios szabalyozasra. A korrelaciok tehat tobbdimenzids
mintazatot rajzolnak ki, amely a tarsadalmi-demografiai tényezék ¢és a
technologiai bizalom Gsszetett kapcsolatat tiikrozi.
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3.3 Mann—Whitney-proba

Az Onvezetd autokkal kapcsolatos kockazatészlelések és technologiai bizalmi
attitidok  kozotti  kiilonbségek feltarasahoz a valaszadok két csoportjat
hasonlitottuk 6ssze: diplomaval rendelkezék (N = 1639) és nem rendelkezék (N =
4462). A nemparaméteres Mann—Whitney U-tesztet alkalmaztuk, mivel a Likert-
skalas valtozok ordinalis mérési szintliek, és a csoportok eloszlasa nem felelt meg
a normalitas feltételeinek.

Az elemzés kimutatta, hogy a diplomasok szignifikansan kevésbé tartanak a
technologiai meghibasodastol és a rendszerhibaktol (QH2: U = 2 891 235, p <
0,001; QH3: U=3 002411, p<0,001), mig a nem diplomasok korében a félelem
az 0j technologiatol (QH4) és a hackertamadasoktol (QH1) magasabb szintet
mutatott (p < 0,01). Ezzel szemben a diplomasok magasabb értéket adtak a jogi
szabalyozas és a biztonsagi kommunikacio fejlesztésének sziikségességére
(QI3: U =2 975 084, p < 0,001; QI4: U = 2 834 617, p < 0,001), valamint
nagyobb mértékben tamogattdk a szoftverfrissitések gyakorisagat és
redundanciat (QJ13, QJ15; p <0,01).

Az eredmények szerint a végzettség szisztematikusan befolyasolja a kockazati és
bizalmi attitidoket: a diplomasok racionalisabb, technoldgiailag informaltabb
allaspontot képviselnek, mig az alacsonyabb végzettséglieck korében a
kockazatészlelés emocionalisabb és a bizalom alacsonyabb szinten jelenik meg.

A Mann—Whitney-teszt eredményei alapjan a végzettség szignifikans hatast
gyakorol a technologiai bizalom és kockazatészlelés szintjére. A diplomasok
racionalisabban kozelitik meg az Onvezet technologidkat, nagyobb hangstlyt
fektetnek a rendszerszintli biztonsagra, jogi szabalyozasra ¢és adatvédelemre. A
nem diploméasok ezzel szemben erésebben fokuszalnak az ismeretlen
technologiakbol fakado személyes kockazatokra és veszélyérzetre. Ez a kiilonbség
ravilagit arra, hogy az oktatasi hattér nemcsak informaciés, hanem bizalmi
tényezoként is miikodik a technologiai innovaciok tarsadalmi elfogadasaban.
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Mann—Whitney U-teszt eredményei a diploma szerinti csoportok kozott (N =

6101)
. Irdany
Viltozo frem rovu{ U érték VA p-érték | (magasabb
megnevezés .,
medidn)
, . Nem
qup | Hackertimadasok- | J55 400 | 451 | <0001 | rendelkezik
tol valo félelem . .
diploméaval
s L Nem
Qup | Meghibdsodastol | ¢q1 535 | 505 | <0001 | rendelkezik
valo félelem . .
diploméaval
Nem tev dént Nem
QH3 | MUY QoL a0 411 | 4,78 | <0,001 | rendelkezik
ahogy szeretnénk . .
diplomaval
Félelem az uj Nem
QH4 1z uj 2 998 287 -3,96 0,001 rendelkezik
technologiatol . .
diplomaval
Gyalogos-

Qi3 | Kommunmikdcio |, go5ne4 | 512 | <001 | Rendelkezik
fejlesztése diplomaval
sziikséges

Jogi szabalyozas .

Ql4 fejlesztése 2834617 | 601 | <0001 | Rendelkezik

o diploméaval
sziikséges
QI3 SzofWerfr1§51tes 3042 155 3.84 <0,001 Rf.:ndelk’emk
gyakorisaga diplomaval
QIls Redlindz,mma-’szmt 3010 726 426 <0,001 Rf.:ndelk’emk
sziikségessége diploméaval
. . . Nem
QI2 Kiberbiztonsdgi | ¢c3997 | _545 | <0001 | rendelkezik
bizalom . .
diploméaval

2. dbra: Mann—Whitney U-teszt eredményei a diploma szerinti csoportok kozott (N =6101)

Forras: Sajat szerkesztés a kérdbives felmérés alapjan
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3.4 Khi*-elemzés: Demografiai tényezok és kockazati attitiidok
osszefiiggései

A nominalis valtozok kozotti kapesolatokat Khi-négyzet (%) probaval vizsgaltuk,
célul tiizve ki, hogy a nem, az életkorcsoport ¢s a diplomaval valé rendelkezés
milyen mértékben befolyasolja az Onvezetd autdkhoz kapcsolddd kockazati é€s
bizalmi attitidoket. Az elemzés 6101 {6 adatain alapult, a valtozék 5 pontos
Likert-skalan mérték a kockazatészlelés szintjét.

Az eredmények szerint szignifikans nemi kiilonbségek mutatkoztak a
kiberbiztonsagi félelem (QH1), a meghibdsodast6l valé félelem (QH2) és a
technolégiai bizalmatlansag (QI2) teriiletén (x> = 28,41-44,62, p < 0,001). A
nok szignifikdnsan nagyobb ardnyban valasztottak a felsd két kategoriat (,,inkabb
egyetértek”,  ,egyetértek”) ezekben az  itemekben, ami  fokozott
kockazatérzékenységre utal. A férfiak ezzel szemben inkabb a kozépérték koriil
helyezkedtek el, ami mérsékeltebb félelem- és bizalomhidnyt jelez.

A Korcsoportos 0sszehasonlitas azt mutatta, hogy a 45 év feletti valaszadok
korében magasabb a  kockazatészlelés a  rendszerhibakkal ¢és a
hackertdmadasokkal kapcsolatban (QHI1, QH2, QH7; y* = 36,73-52,18, p <
0,001), mig a fiatalabbak (18-29 ¢év) szignifikdnsan nagyobb bizalmat mutattak
az onvezetd technologiak kiberbiztonsagaval és jogi szabalyozasaval kapcsolatban
(QI2, QI4; p <0,01).

A diplomaval rendelkez6k korében a szabalyozasi és biztonsagi fejlesztés
tamogatasa magasabb ardnyban jelent meg (QI3, QI4; ¥* = 21,84-27,92, p <
0,001), mig a nem diplomasok kozott a ,.félelem az 4j technologiatol” (QH4) és
az ,,iranyitas elvesztése” (QH7) kapott magasabb értéket. Ez a minta aldtamasztja,
hogy az oktatasi hattér a kockazatérzékenység és a bizalmi hajlandésag egyik
legfontosabb prediktora.

A Khi*-prébdk eredményei szerint a nemi és Korcsoportos Kkiilonbségek
egyértelmiien  befolyasoljadk az Onvezeté technoldgidkkal kapcsolatos
percepciokat. A nék ¢és az idésebb korosztalyok fokozott biztonsagi aggalyokat
mutatnak, kiilonosen a technoldgiai megbizhatosdg és az iranyitasvesztés
témaiban. A diplomaval rendelkezok ezzel szemben inkabb a rendszerszintii
fejlesztéseket és szabalyozasokat tartjdk kulcsfontossdgunak, mig a nem
diplomasok a személyes kockazati tényezdket hangsulyozzédk. Ezek az
eredmények a technologiai bizalom ¢és a kockdzatészlelés tarsadalmi
rétegzodését tikrozik, ami fontos szempont lehet a jovobeli szabalyozasi, oktatési
és kommunikaciods stratégiak megalkotasakor.
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Khi*-proba eredményei demografiai valtozok és fo kockazati attitiidok kozott

(N=6101)
Demogri- Leggy;zkortb ’
> W 2 oy ;
’ﬁal 3 Fiiggd valtozo x p-érték vilaszkategs Ertelmezés
tenyezo .
ria
Nok
Nem QHI1 - ,»Egyetértek” .
, i 44,62 | <0,001 1. 270 bizalmat-
(QK1) Hackertamadas (nék: 63%) lanabbak
,,Inkabb Magasabb
(gf(“l‘) Me %ﬁ wdds | 3791 | <0001 | egyetértek” | kockizal-
& (nék: 58%) észlelés
Nem QI2 - ,,Inkdbb nem Nok
( Qic(l) Kiberbiztonsagi | 28,41 | <0,001 | bizom meg” | alacsonyabb
bizalom (nék: 54%) bizalma
QH7 - . Idésebbek
Koresoport | Irdnyitas | 52,18 | <0,001 4§+ Zstzrptzg bizalmat-
elvesztése =8y lanabbak
Ql4 - 18-29
Jogi csoport: Fiatalok
Koresoport szabalyozés 31,47 | <0,001 »Nagyon tudatosabbak
sziikségessége fontos™
,»Egyetértek”
QH4 - (nem [
Diploma Félelemazuj | 25,09 | <0,001 | rendelkezik OktaFa51
r aan . , hatas
technologiatol diplomaval:
61%)
»Nagyon
QI4 — fontos”
Diploma Szabalyozas 27,92 | <0,001 | (rendelkezik Magasakfb
. , . , tudatossag
fejlesztése diplomaval:
72%)

3. abra: Khi?-proba eredményei demografiai valtozok és f6 kockazati attitidok kozott (N = 6101)

Forras: Sajat szerkesztés a kérddives felmérés alapjan
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Kovetkeztetések

Az oOnvezetd jarmiivekkel kapcsolatos bizalom és kockazatészlelés komplex
rendszerben alakul, amelyben a technologiai, pszichologiai és tarsadalmi tényezok
egyarant meghatarozoak. Az elméleti és empirikus eredmények alapjan
megallapithatd, hogy a felhasznalok biztonsagérzete elsGsorban a rendszer
megbizhatoésagahoz, kiberbiztonsagahoz ¢és atlathatosagahoz kotédik. A
kockazatészlelés harom f6 forrdsa a meghibasodas, a hackertdmadas és az
irdnyitas elvesztése, amelyek egyarant emocionalis és racionalis dimenzidkban
hatnak. A demografiai tényezdk — kiilondsen az életkor és az iskolai végzettség —
szignifikdns szerepet jatszanak a technologiai attitidokben: a fiatalabb és
magasabb végzettségii csoportok kdrében nagyobb a bizalom és alacsonyabb a
kockazatészlelés. Ezzel szemben az iddsebb korosztaly, illetve az alacsonyabb
iskolazottsagiak inkdbb Ovatosabb, bizalmatlanabb attitidot mutatnak. A
szakirodalmi hattér megerdsiti, hogy a biztonsagi architekturak, a kognitiv
mobilitasi megoldasok és az urbanisztikai integracio fejlesztése kulcsfontossagu
az autoném rendszerek eclfogadasanak novelésében. A technologiai fejlesztések
mellett a felhasznalok tajékoztatasa, a szabalyozasi kornyezet atlathatosaga és az
etikai felelosség kérdésének kezelése szintén elengedhetetlen. Elmondhat6, hogy
az onvezetd jarmiivek tarsadalmi elfogadasa nem pusztan mérndki, hanem bizalmi
és kulturalis kérdés is. A jovo kutatdsainak egyik legfontosabb iranya a
technologiai ¢és emberi tényezok kozotti kolcsonhatasok mélyebb feltarasa,
kiilonds tekintettel a dontéshozatal, a felelésség és a bizalom pszichologiai
alapjaira.
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